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EU General Data Protection Regulation (GDPR) comes into force May 2018

Even though the UK is on course to leave the EU it is thought we will still comply with this Regulation.
The main provisions of the Regulation that would concern Area Meetings are thought to be:

· Reduction in time to answer a request from someone for access to personal data held about them (“subject access request”) – now one month (reduced from 40 days)

· Strengthened provisions around the consent for use of personal data – please see below

A. Privacy notices/consent for use of personal data
· You should start work now to ensure that you have the necessary permission  to hold and use the personal data you currently have and revise as appropriate the forms/methods you use when getting personal information or using that information for new purposes.
· You will be able to keep and process personal information for the purposes of “legitimate interests”*. This would be having and using data that someone becoming a member of the Religious Society of Friends would expect to you to have and use in that way, eg include addresses/emails for contacting members for the necessary administration of the Society. We also consider that “legitimate interests” would include keeping a record of roles/posts held by Friends within the Society.
· You should check what other personal information you hold and what you use it for. If it is not purely for “legitimate interests” you should decide whether to continue holding that information/using information for that purpose. 

· If you decide not to delete the information or to continue to use it for purposes other than for “legitimate interests” – for instance background information on Friends held in connection with nominations work - then you need to contact the Friends concerned and get their consent. They should be completely free  to refuse permission for anything not covered by “legitimate interests”.
· For instance, membership contact information has been shared with the Yearly Meeting contact information here at Friends House. Friends were able to request that information other than their name be withheld. Under the GDPR this permission has to be asked for, not assumed to be given unless requested otherwise.

· When people are becoming members of the Society, then explain to them what personal data you will hold and the use you put it to. For anything other than “legitimate interests” you will need to get their written consent. If being able to keep some information/use it in one way not another (rather than all of it/all the ways) would be useful, then separate out the requests to get consent. They should be completely free to refuse permission for anything not covered by “legitimate interests”. 

· If you hold personal information about Attenders or non-member spouses/partners, then you should check that that you have consent from them for the holding of that information and how you use it. 

· Similarly you should have consent from parents/guardians for the holding and use of personal data for under 18 year olds. 

· If you run events then consent needs to be given for any information given by participants. If the information is only for the running of the event (eg to send out the ticket for the event) then a statement to that effect would be sufficient. But if you use the data for other purposes, eg to send information about next year’s event, then you need to get the participants to agree to this.

· Some meetings have discussed not recording people’s names as part of a minute due to concerns around data protection. This may make the minute a less valuable record of a decision and hinder accountability. It is preferable to create an understanding of the way data will be recorded as part of the legitimate interests of the meeting, and to ensure that sensitive information will be store and managed securely and with care.

· In your privacy notices let people know how long you will be keeping their data for.

· Remember to keep the data consent forms for as long as you keep the data!

B. Questions to ask when compiling your consent form:

1. Is the person’s consent opt-in?

The person has to actively agree (usually by ticking a box) to the processing of their data. 

You are not allowed to have a pre-ticked box that the person then has to ‘un-tick’. (This is known as opt-out consent).
You are not allowed to inform them of the data processing conditions and then assume if they fill in the form, they have consented. Consent must be active and explicit.

2. Have you described all the ways in which you will use their data?

You should clearly list all the ways in which their data will be used and how long it will be stored for. 

3. Have you told them how to withdraw their consent?

We must consider how a person can withdraw their consent for the data use, and inform the person how they can do this.

4. Have you kept records of consent?

You must plan how you will keep these records of consent, and ensure they are kept as long as the personal data is kept. 

5. Have you told people about their right to a subject access request and their right to complain?

You must inform people how to make a subject access request and a complaint.

C. BYM Data Safety Group
Any queries please contact the Data Safety Group at Friends House:

datasafety@quaker.org.uk 
Helen Griffith, heleng@quaker.org.uk (020 7663 1161)

Gary Mitchell, garym@quaker.org.uk (020 7663 1006)

Lisa McQuillan, lisam@quaker.org.uk (020 7663 1127)

*What is covered by “legitimate interests” has yet to be decided by the British courts. This is our best advice using the information we have gathered.
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